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Arthur Cravener

1216 Meade Street
Reading, PA 13611

March 18, 2004

FCC Chairman Michael Powel]
Federal Communicatiaons Commission
449 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
regquired to have built—in wiretapping access.

I do not bhelieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress, lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources 1ike e-majl. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even roque government agents to access our perscnal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department aof
Justice that our new Internet communication technhologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

grthur Cravener
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ory Mellinger

po box 1239
Cuyahoga Falls, OH 44223

March 18, 2004

FCC Chairman Mjchael Powel]
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet caommunication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI js going far beyend these existing
powers by trying to force the industry to actually build its systems around _
government eavesdropping. It is the equivalent of the government requiring ail
new homes be built with a peephale for Jaw enforcement to look thraough.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect informatiaon between sources 1ike phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by reguiring a master key to our personal communicatieons, the
gavernment is creating the very real potential for hackers and thieves or
gven rogue government agents te access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created & rich opportunity for hackers.

Once again, I urge vou toc oppose the dangerous suggestion of the Department of
Justice that our new Internet caommunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Fory L. Mellinger
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James J Brown

7 Edgewood Street H1R
White Plains, NY 10505

March 13, 2004

FCC Chatrman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
gayvernment eavesdraopping. Tt is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to lock through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect infaormation between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process te alter that careful balance.

I understand that by requiring a master key to our persocnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access cur personal communications. Past
efforts to arovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

James J. Brown
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Ben Greensfelder

3009 SE Yamhill St.
Portland, OR 37214

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet service providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring zll
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT can collect information between sources 1ike phone companies and data
sources 1ike email. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

It is my understanding that by requiring a master key to our personal
communications, the government is creating the very real potential for hackers
and thieves or even rogue government agents to access cur personal
communications. Past efforts to provide this sort of backdoor @access have
not heen successful and only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ben Creensfelder
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Carolyn wWaller

Lawson Avenue
Strathmore, CA 33267

March 18, 2004

FCC Chairman Michael Powel]
Federal Caommunications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do nat helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent aof the gavernment requiring all
new homes he built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources 1ike phohne companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process teo alter that careful balance.

I understand that by reguiring a master key to aur perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gqgovernment agents to access our personal communications. Past
efforts to provide this sort of backdaor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Juystice that our new Internet communication technologies should have bhuiit-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Carolyn Waller
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Sue E. Dean

33945 N. BBth Way
Scottsdale, AZ 85262

March 18, 2004

FCC Chairman Michael! Powell
Federal Communications Commissich
445 12th Street Sw

Washingtan, 0C 20554

FCC Chairman Powel]l:

As a concerned individual, I am writing to express my gpposition to the
Department aof Tustice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to loak through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources iike phone companies and data
sources 1ike e-mail. The FBI s agyressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
evenh rogue government agents to access our personal cammunications. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich oppoartunity for hackers.

Once again, T urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sue E. Deagn
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Michael Arvin

3380 GravensteinHighway South
Sebastopol, California 95472

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephcone companies to allow
the FBI to conduct surveiliance. The FBI is coing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very cancerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qgovernment agents to access our personal <communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Michael Maurice Arvin
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bale & Barbara Landis ’

107 Cedar Ridge Dr. ,N124
West Bend, WI 53095

March 18, 2004

FCC Chairman Michael Powel?
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chaijrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not belijeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c<onduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to gctuslly build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to locok through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect informatieon between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of hackdoor access have not been successful and
onty c¢reated a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Dale & Barbara Landis
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Nan<y Norton
26 Quarry Rd.
Ithaca, NY 14850

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the equivalent of tha government requiring all
new homes be built with a peephole far law enforcement to Jook through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can caollect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technolonies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Nancy Norton
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Robert Wisehart
1710 East Avenue R-3
Palmdale, CA 93530

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street S¥

Washingtan, DC 20554

FCC Chairman Powell:

fds a concerned individual, T am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
BYEn rogue gavernment agents ta access our personal communications. Past
efforts ta pravide this sort of hackdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the danwercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

robert wisehart
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Joel Dirickson

7180 SW 184th P]
Beaverton, OR 97007

L8]

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing tec express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources Jike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to our personal communications, the
government 1s creating the very real potential far hackers and thieves or
even rogue government agents to access our persanal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dancerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Joel Dirickson
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Eric Knudson

4255 W. Branch Rd.
Park fFalls, Wisconsin 54552

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewisting
powers by trying to farce the industry to actually build its systems around
gavernment eavesdropping. Tt is the equivalent of the government reguiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet ccocmmunication technolegies should have built-—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Eric Knudson
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Linda Higley

601 West Scott Streetl
Fond du Lac, Wisconsin 54937

March 19, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lTook through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the BT can collect infermation between sources like phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatien technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Linda Higley
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Cael Gettelman

1211 S. Sandalwood PR SE
Kennewick, WA 993318

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a capcerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring atl
new homes be built with a peephcle for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect infaormation bhetween sources 1ike phone companiss and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor ac¢cess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Gael Cettelman
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Sarah Sue Roberts

2314 Torrance Blvd
Torrance, CA 306501

March 13, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Not only is it unecessary, the
internet is cne of our only truely fee sources of press left; totally
uncensored and free from ownership or controi. I do not want to see my country
degrade into an Orwellian nightmare; every one of our info sources able to be
controlled, altered, or changed!

Longstanding laws already require Internet Service Providers and Internet
.telephone companies to allow the FBI to conduc<t surveillance. The FBI is going
far beyond these existing powers by trying to force the industry to actually
build its systems around government eavesdropping. It is the equivalent of the
government requiring all new homes be built with a peephole for law enforcement
ta look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mazil. The FBI s agqressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sarah Sue Roberts
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Diane Allen

137 Fagle Pt. Blvd.
Erie, PA 16511

March 13, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
paowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement ta look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information betweesn sources }ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful kalance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicaticns. Past
efforts ta provide this sart af bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

P.S. Our rights are being eroded a Jittle at a time, this must stop before we
become a police state. There is already too much room for abuse with the
Patriot Act, this must be looked at and reformed with more of an eye to
cafeguarding the Freedoms so many veterans have died fighting for.

Sincerely,

Diane Aallen
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Marianhne Mueller

343 Forest #111
Palo Alto, CA 34301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a cancernad individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication sservices he
required to have built—in wiretapping access.

As a computer scientist with 20 vyears
experience, I can guarantee vou this will
lead to decreased security on the internet,
and furthermore, it won't help police or
FBI, either. 1 am an Internet sascurity
specialist.

I do not believe this requirement is5 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephale for law enforcement to losk threugh.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive delibherations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I laok farward toc hearing your thoughts on this matter.

Sincerely,

Marianne Mueller
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Leif Hatlestad

3590 Round Bottom Road
Cincinnati, OH 45244

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this recuirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential For hackers and thieves or
even raogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangeraus suggestion of the Department of
Tustice that our new Internet cammunication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Leif Hatlestad
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Charles Poos

1214 SW D Ave #3
Lawton, Ck 73501

March 19, 2004

Fcc Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW ’
Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormation between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key te our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bujlt—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Charles Poos
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Tressia Fox

1426 §. Carr Ave
Sedalia, MO 63301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone c¢empanies to allow
the FBI to conduct surveillance. The FBI is coing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdeoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to appase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Tressia Fox



fri 26 Mar 2004 03:28:46 PM EST P
Daniela Kingwill

873 Wilfred Ave
Santa Rosa, Ca 935407

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI i¢ going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent af the government requiring atl
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far haow
the FBI can caollect information between sources like phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential fer hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts ta provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoushts on this matter.

Sincerely,

Daniela Kingwill
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March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—-1in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tao conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring al}
new homes be built with a peephole for law enforcement to lopk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process tao alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppese the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Vicki Colello
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Carol Bateman

710 St. Maria Drive _
Carpus Christi, TX 78418

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a concerned indivicual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ail
new homes be built with a peephele for law enforcement to leook through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 11ke e-mail. The FBI s agygressive and expansive reading of the law
would bypass the legislative preocess to alter that careful balance.

I understand that by requiring a master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves ar
even raogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Carol A. Bateman
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March 18, 2004

FCC Chairman Michael Powell
federal Communications Commissicn
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

f#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephons companiss to aligw
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understard that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouid have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christopher T. Schwartz
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March 19, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding iaws already
reguire Internet Service Providers and Internet telephone campanies to allaw
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to look through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticons, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key ta our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technclogies should have built-in
wiretapping. .

T lTook forward to hearing your thoughts on this matter.

Sincerely,

Jeri A. Benedetto



